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CHARACTERISTICS SOLUTION FEATURES 

Name Flyve MDM  

What is it? 
Open source Mobile Device 
Management solution 

Full – user friendly web interface, Self-service device enrollment and 
management,  
Code is open and available for audit 

What for? Mobile Device Management To manage all mobile devices from one console 

Devices supported 

Android-based Smartphones, 
Tablets and PCs 
Versions 4.4+, 5.x, 6.x, 7.x 
iOS 9.3 and higher**** 

 

Key components of Flyve 
MDM 

 

• Flyve MDM plugin for GLPI 

• Flyve MDM Dashboard 

• Flyve MDM Agent (Android only, iOS is in progress) 

• Flyve MDM Inventory Agent for Android 

• Flyve MDM Inventory Agent for iOS 

What is multi-level 
protection? 

Mobile Device Management 

- Self enrollment and management with Flyve MDM console for Android devices 
- Monitoring and deployment policies 
- Remotely wipe device 
- Low battery and data consumption 
- Retrieve device information 
- Track location 

Device and Data Security 

- Communication use HTTPS, FCM** and MQTT / TLS*** Protocols 
- Securely wipe device 
- Lock the device remotely 
- Possibility to force device encryption 
- Customize password requirements 
- Password reset* 
- GPS to locate device remotely if lost / stolen 

Other Features 

- Simultaneous fleet management 
- Remotely install / uninstall apps 
- Remotely install / uninstall files 
- Set Audio Profile 
- Copy files on devices anywhere on Uhuru Mobile and only on SDcard on 
other devices 
- Enable / Disable Bluetooth 
- Enable / Disable Wifi 
- Send messages to device* 
- Enable / Disable NFC 
- Enable / Disable Camera  
- Enable / Disable GPS 
- Enable / Disable Airplane Mode 
- Enable / Disable Hotspot and Tethering 
- Enable / Disable Mobile Line 
- Enable / Disable Roaming 
- Enable / Disable Speakerphone 
- Enable / Disable USB connectivity (ADB, FTP, MTP, PTP) 
- Enable / Disable Screen captures 
- Enable / Disable Status Bar 
- Enable / Disable Sounds (Accessibility, Alarm, DTMF, Media, Notifications, 
Ringer, System) 

Launcher 
- Configure custom launcher 
- Display a custom list of available applications 
- Automatic launch applications on device boot up (Android 5 and newer) 

How is it installed? 
2 ways: 
- Self installation 
- On premise 

 
→ Download app and install 
→ Tailor-made offer, upon request 

What is mandatory? Prerequisites 
Android 4.4+ – Android 5.x – Android 6.x  – Android 7.x – Android 8.x, iOS 9.3 
and higher 

What about back office 
platform? 

GLPi / Web-based console 
(MDM) for centralized 
management 

- Web-based interface 
- Flyve MDM agent 
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QUICK DESCRIPTION 

Flyve MDM is a Mobile Device Management Software (SaaS) that enables you to secure and manage all the 

mobile devices of your business via a unique web-based console (MDM). 

Our solution allows you to efficiently and easily control any aspects of your Android and iOS-based mobile 

fleet, providing a panel of functionalities: 

– Provided as a SaaS platform 

– Can be installed on premise by our experts (Tailor-made offer) 

– Deploy and configure applications 

– Deploy files 

– Set password requirements 

– Wipe a phone 

– Geolocate devices in real time 

– Work with devices running Android 4.4 or higher & iOS 9.3 and higher (currently available only Flyve MDM 

Inventory Agent for iOS) 

– Simple web application user interface 

 

FCM incorporation, following the upgrades in Android regarding the limitations of background processes, 

Flyve MDM adapted its secure communication through Firebase Cloud Messaging. 

 

Integrated on Uhuru Mobile, Flyve MDM benefits from enhanced features and extra functionalities that 

guarantee a total protection of the mobile fleet. 

With Uhuru Mobile and Flyve MDM, the devices are controlled, managed and protected against any 

malware and vulnerability exploits, ensuring a high secure transmission of any data (encryption). 

TARGET AUDIENCE 

• Head of Private Mobile Radiocommunications (PMR) 

• Head of Technical 

• General Management 

• Pre-Sales or Sales Directors 

• Responsible of Business Solutions 

• General Managers of IT Services 

WHAT IS THE ADDED VALUE? 

• Ready-to-use in 5 minutes 

• EASY users interfaces 

• Always up-to-date components guaranteed by Teclib' 

• Constantly enriched by new features 

• Code is open and available for audit 


